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連結子会社に対するサイバー攻撃に関するお知らせ 

 

 このたび、当社の連結子会社であるアメリカのSakata America Holding Company, Inc.のサーバーが、サイ

バー攻撃を受けたことを確認いたしましたのでお知らせいたします。 

  なお、昨年11月に発生した当社への不正アクセスと今回の事案については、侵入経路が異なることから、現

時点では直接の関係はないものと認識しております。関係する皆さまにはご心配とご迷惑をおかけしておりま

すことを心よりお詫び申し上げます。 

 

記 

 
１． 不正アクセス発覚の経緯 

2026 年１月 21 日（水）、Sakata America Holding Company, Inc.のサーバーに対する不正アクセスを検

知し、その後の調査により一部の情報にアクセスされ、漏えいした可能性があると判断いたしました。現在、

米国の捜査当局と連携して対応を進めております。 

 

２． 現在の状況と今後の対応 

現在も外部のセキュリティ専門会社と連携して解析を行い、経路や不正にアクセスされた形跡などを調

査しております。 

現時点で業務停止に至る被害は確認されておらず、通常業務に大きな影響は出ておりません。なお、当社

および他の国内外グループ会社への影響は確認されておりません。 

 

３． 業績への影響 

現時点では、本件による連結業績への重大な影響は見込まれておりませんが、今後の調査により開示の必

要性が生じた場合は速やかに内容を開示いたします。 

 

【本件に対するお問い合わせ先】 本件に関するお問い合わせは、当社コーポレートコミュニケーション部まで

ご連絡くださいますようお願い申し上げます。 
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